
 

 

Privacy Policy 

 

 

YOUR PRIVACY IS VERY IMPORTANT TO US. ACCORDINGLY, WE HAVE DEVELOPED THIS POLICY IN ORDER FOR YOU TO 

UNDERSTAND HOW WE COLLECT, USE, COMMUNICATE AND DISCLOSE AND MAKE USE OF PERSONAL INFORMATION. THE 

FOLLOWING OUTLINES OUR PRIVACY POLICY. 

 

• BEFORE OR AT THE TIME OF COLLECTING PERSONAL INFORMATION, WE WILL IDENTIFY THE PURPOSES FOR WHICH 

INFORMATION IS BEING COLLECTED. 

• WE WILL COLLECT AND USE OF PERSONAL INFORMATION SOLELY WITH THE OBJECTIVE OF FULFILLING THOSE 

PURPOSES SPECIFIED BY US AND FOR OTHER COMPATIBLE PURPOSES, UNLESS WE OBTAIN THE CONSENT OF THE 

INDIVIDUAL CONCERNED OR AS REQUIRED BY LAW. 

• WE WILL ONLY RETAIN PERSONAL INFORMATION AS LONG AS NECESSARY FOR THE FULFILLMENT OF THOSE 

PURPOSES. 

• WE WILL COLLECT PERSONAL INFORMATION BY LAWFUL AND FAIR MEANS AND, WHERE APPROPRIATE, WITH THE 

KNOWLEDGE OR CONSENT OF THE INDIVIDUAL CONCERNED. 

• PERSONAL DATA SHOULD BE RELEVANT TO THE PURPOSES FOR WHICH IT IS TO BE USED, AND, TO THE EXTENT 

NECESSARY FOR THOSE PURPOSES, SHOULD BE ACCURATE, COMPLETE, AND UP-TO-DATE. 

• WE WILL PROTECT PERSONAL INFORMATION BY REASONABLE SECURITY SAFEGUARDS AGAINST LOSS OR THEFT, AS 

WELL AS UNAUTHORIZED ACCESS, DISCLOSURE, COPYING, USE OR MODIFICATION. 

• WE WILL MAKE READILY AVAILABLE TO CUSTOMERS INFORMATION ABOUT OUR POLICIES AND PRACTICES RELATING 

TO THE MANAGEMENT OF PERSONAL INFORMATION. 

 

WE ARE COMMITTED TO CONDUCTING OUR BUSINESS IN ACCORDANCE WITH THESE PRINCIPLES IN ORDER TO ENSURE THAT 

THE CONFIDENTIALITY OF PERSONAL INFORMATION IS PROTECTED AND MAINTAINED. 

 

 

I. Information Collected 

 

On our site we collect configuration files that you upload when using our online service, and possibly your 

email address if you fill out a request for technical support. 

The information collected from you is used in the following ways: 

• To personalize user’s experience 

• To improve the website 

• To improve customer service 

• To send updates by email 

 

II. How do we protect visitor information? 

 

We use vulnerability scanning to monitor our system. We implement security measures when a user 

enters, submits, or accesses their information. However such information can only be accessed by those 

authorized with special access rights and configuration file(s) uploaded are automatically deleted within 

30 days. 

 

 

 



 

 

III. Do we use ‘cookies’? 

 

We use cookies to associate a session to your visit and to enable the service to work across different 

webpages and across different visits. 

 

If users disable cookies in their browser, they will no longer be able to upload and analyze configuration 

file(s). 

 

IV. Third Party Disclosure 

 

We do not sell, trade, or otherwise transfer Personally Identifiable Information. 

 

V. Google 

 

We have not enabled Google Adwords on our site. The only servive provided by Google and enabled on 

our website is Google Analytics (https://www.google.com/analytics). 

 

VI. California Online Privacy Protection Act 

 

According to CalOPPA, we made sure users can visit our site anonymously and a link to our privacy policy 

is visible on all pages of our website. Moreover, our Privacy Policy link includes the word ‘Privacy’. 
Users will be notified of any privacy policy changes on our Privacy Policy Page. 

 

Users are able to permanently delete the configuration files they uploaded at anytime, and they can 

change the email address they provided by emailing us at support@network-perception.com. 

 

VII. How does our site handle do not track signals? 

 

We honor them and do not track, plant cookies, or use advertising when a Do Not Track (DNT) browser 

mechanism is in place. 

 

VIII. Does our site allow third party behavioral tracking? 

 

We do not allow third party behavioral tracking. The only third party services active on this website are 

UserVoice (https://www.uservoice.com/) and Google Analytics (https://www.google.com/analytics/).  

 

Those services were installed for the sole purpose of improving user’s experience. 
 

IX. COPPA (Children Online Privacy Protection Act) 

 

You need to be older than 13 year old to use our service. 

 

 

 

https://www.google.com/analytics
https://www.google.com/analytics/


 

 

X. Fair Information Practices 

 

In order to be in line with Fair Information Practices we will take the following responsive action, should 

a data breach occur: 

• We will notify the users via email within 7 business days, for users who provided their email 

address, 

• We will notify the users via in site notification within 7 business days. 

We agree to the individual redress principle, which requires that individuals have a right to pursue legally 

enforceable rights against data collectors and processors who fail to adhere to the law. This principle 

requires not only that individuals have enforceable rights against data users, but also that individuals have 

recourse to courts or a government agency to investigate and/or prosecute non-compliance by data 

processors. 

 

 

XI. CAN SPAM Act 

 

We collect your email address only when you submit a request for technical support. We will use your 

email address to send information, respond to inquiries, and/or other requests or questions. To keep you 

updated of services and products developed by Network Perception, we will add your email address to 

the Network Perception mailing list. In full accordance with CANSPAM, we agree to the following: 

• We will NOT use false, or misleading subjects or email addresses 

• We will identify the message as an advertisement in some reasonable way 

• We will include the physical address of our business or site headquarters 

• We will monitor third party email marketing services for compliance, if one is used. 

• We will honor opt-out/unsubscribe requests quickly 

• We will give an ‘opt-out’ or ‘unsubscribe’ option 

If at any time you would like to unsubscribe from receiving future emails, you can follow the instructions 

at the bottom of each email. 


